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Abstract: 

The impossibility of information-theoretic or unconditional security under classical 
communication is already established for many two-party cryptographic primitives, 
including but not limited to coin flipping, bit commitment, and oblivious transfer. In this 
talk, we first discuss the known limits of information-theoretic security using quantum 
communication and propose the novel framework of stochastic switching that uses 
stochastic semidefinite programming to develop simple protocols for tasks such as 
Rabin oblivious transfer [1]. We also discuss some of the reductions that can be used to 
develop secure Rabin oblivious transfer and propose some lower bounds on its overall 
security [2]. We conclude by briefly discussing the insuƯiciency of standalone security 
from the perspective of (in)composability of weak coin flipping [3]. 
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